Your privacy is important to us.

Splash is committed to protecting your personal information. We maintain appropriate security measures to keep your information private.

**How We Use Donor Information**

The donor information we collect is used for internal purposes only, including but not limited to...

- Processing donations
- Issuing receipts for donations
- Acknowledging and thanking donors for their gifts
- Informing supporters about current and upcoming activities and events
- Complying with current rules and regulations governing IRS 501(c)(3) financial reporting

**How We Protect Your Information**

Personally identifiable information (PII) is saved in our secure database and is not publicly accessible. PII is only accessible by specific Splash employees based on regulated permissions. To avoid unauthorized access, Splash follows electronic and managerial procedures to safeguard and secure the information we collect online. Furthermore, we use a secure donation processing service — every credit card transaction is processed using Secure Sockets Layer (SSL) encryption to provide an additional level of security.

We will not disclose your PII to third parties except to parties who perform services for us, such as sending you email, web hosting, credit card processing, and other similar services, or if required to do so by law.

We are committed to processing your information in compliance with the European Union’s General Data Protection Regulation (GDPR).

If you have any questions or concerns, please contact us at info@splash.org.